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# Introduction

This document describes the technical interface specification of the UAAS to be implemented for S2BV4.

## Scope

The system functionality covered by this document includes:

1. Services required for System Configuration Module:
   1. Add Application Property
   2. Delete Application Property
   3. Modify Application Property
   4. Get Application Property
   5. Add IP Config
   6. Delete IP Config
   7. Modify IP Config
   8. Get IP Config
2. Services required for User Management Module :
3. Create User
4. Modify User
5. Reset User
6. Suspend User
7. On-Hold User
8. Delete User (by Admin User)
9. Reset User by OTP
10. Reset User by DSC
11. Change User Password by Session Ticket
12. Change User Password by OTP
13. Change User Password by DSC
14. Query User Status (by Admin User)
15. Query User Status (by User)
16. Query User Device Status
17. Services required for Token Management Module:
    1. Import Token from Encrypted DPX
    2. Import Token from Encrypted DPX (Asynchronous)
    3. Get Token Import Status
    4. Modify Token Status
    5. Get Token Status by User
    6. Get Token Status by Token
    7. Get Token Challenge (by User)
    8. Verify and Retrieve PIN (by User)
    9. Link Token
    10. Unlink Token
18. Services required for DSC Management Module:
    1. Preregistered Certificate
    2. Register Certificate
    3. Delete Certificate
    4. Update Certificate Status
    5. Enquiry Certificate Status (by Admin User)
    6. Enquiry Certificate Status (by User)
19. Services required for Central Passphrase Module:
    1. Generate Passphrase
    2. Reset Passphrase (by Admin User)
    3. Reset Passphrase (by User)
    4. Get Passphrase
    5. View Passphrase (by Admin User)
    6. View Passphrase (by User)
20. Services required for User Authentication Module :
21. Authentication by Password (by Admin User)
22. Authentication by Password (by User)
23. Authentication by OTP
24. Authentication by DSC
25. Authentication by Password and OTP
26. Authentication by Password and DSC
27. Generate Login Random String (by Admin User)
28. Generate Login Random String (by User)
29. Generate DSC Ticket String
30. Logout (by Admin User)
31. Logout (by User)
32. Generate Random Challenge
33. Services required for Transaction Authorization Module:
    1. Transaction Authorization by OTP
    2. Remote Transaction Authorization by OTP
    3. Transaction Authorization (with two Challenge Codes) by OTP
    4. Transaction Authorization Replay by OTP
    5. Transaction Authorization by DSC
    6. Transaction Authorization Replay by DSC
    7. Generate Challenge Code (OTP)
    8. Remote Transaction Authorization Replay by OTP
34. User Migration Module
    1. User Migration

## References

NA

# System Configuration Module API

## Add Application Property

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userId | String | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| - appProperties | JSON Object |  |
| -- propName | Integer\* |  |
| -- propValue | String Array\* |  |
| --migflg | String (optional) | The migflg by default shall be ‘N’. If they send the value shall consider the input value.  migflg =’Y’ Next group  migflg =’N Classic group |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Delete Application Property

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userId | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Modify Application Property

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userId | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| - appProperties | JSON Object |  |
| -- propName | Integer\* |  |
| -- propValue | String Array |  |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Get Application Property

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userID | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| - appProperties | JSON Object |  |
| -- propName | Integer\* |  |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – value of application property |

## Add IP Config

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userID | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| - ipConfig | JSON Object |  |
| -- startIP | String\* | Start IP |
| -- endIP | String\* | End IP |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Delete IP Config

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userID | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| - ipConfig | JSON Object |  |
| -- startIP | String\* | Start IP |
| -- endIP | String\* | End IP |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Modify IP Config

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userID | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| - oldIPConfig | JSON Object |  |
| -- startIP | String\* | Start IP |
| -- endIP | String\* | End IP |
| - newIPConfig | JSON Object |  |
| -- startIP | String\* | Start IP |
| -- endIP | String\* | End IP |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Get IP Config

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userID | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – List of the IP configured in the system |

# User Management Module API

## Create User

CADM will consume this API for creating new user for S2BV4 on-boarding customers.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String | User ID |
| -- userType | Integer\* | (1/2) if User Type is 1 –External,2 –Internal |
| -- isLdapAuthenticated | String\* | (Y/N) If LDAP Authenticated flag is –Y Password will not be generated.  If N Password will be generated |
| -- customerName | String\* | User name |
| -- email | String\* | User email |
| -- mobileNo | String (optional) | User mobile number, used to send SMS  Field format:  “<2 Char Country Code> <Full Number with +>“  e.g.:  “SG +6512345678”  Should validate the mobile no as per field format |
| -- phoneNo | String (optional) | User fax number  Field format:  “<2 Char Country Code> <Full Number with +>“  e.g.:  “SG +6512345678” |
| -- dob | String (optional) | User date of birth  Field format:  dd/MM/yyyy |
| -- nationality | String (optional) | User nationality |
| -- address | String (optional) | User address |
| -- countryCode | String \*) | User country (two char country code) |
| -- roleId | Integer\* | User role ID |
| -- remoteTokenUser | String\* | Y/N |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | Array of response for each user separated with “|”  [0 … n] – <statusCode> | <appId> | <groupId> | <userId> | <uaasUserId>   |  |  |  | | --- | --- | --- | | statusCode | Integer | refer to [Appendix A](#_APPENDIX_A_-) | | uaasUserId | String | UAAS Random generated UNIQUE ID |   **Note**:  - Random generated password will be sent to customer Registered Email ID or Mobile Number.  If mobile number is not available password will be sent to Email ID via MDIS.  - If created user is an internal LDAP user, status of the user will be set as ACTIVE upon creation. For external users, user status will be FIRSTTIME. |

## Modify User

CADM will consume this API if customer user details need to be modified. This API will support modifying a multiple user in a single request.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED, LOCKED-OUT, ON-HOLD, UNINITIALIZED, DORMANT | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | Old or existing User ID |
| -- customerName | String (optional) | User first name |
| -- email | String (optional) | User email |
| -- mobileNo | String (optional) | User mobile number  Field format:  “<2 Char Country Code> <Full Number with +>“  e.g.:  “SG +6512345678” |
| -- phoneNo | String (optional) | User phone number  Field format:  “<2 Char Country Code> <Full Number with +>“  e.g.:  “SG +6512345678” |
| -- dob | String (optional) | User date of birth  Field format:  dd/MM/yyyy |
| -- nationality | String (optional) | User nationality |
| -- address | String (optional) | User address |
| -- countryCode | String (optional) | User country (Two Char country code) |
| -- roleId | Integer (optional) | User role ID |
| -- remoteTokenUser | String (optional) | Y/N |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | Array of response for each user separated with “|”  [0 … n] – <statusCode> | <appId> | <groupId> | <userId> | <uaasUserId>   |  |  |  | | --- | --- | --- | | statusCode | Integer | refer to [Appendix A](#_APPENDIX_A_-) | | uaasUserId | String | UAAS Random generated UNIQUE ID |   **Note:**  - At least 1 user information field should be different from existing value; if none of the fields are modified, UAAS will return error code 154 Star\_Same\_as\_Existing. |

## Reset User

CADM will use this API to reset the user status and password. UAAS will support for multiple user reset in a single request.

As part of reset user, the user password will be reset and any other device (VASCO / DSC Cert) in locked status will be activated.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: All user statuses are allowed for this API. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | Array of response for each user separated with “|”  [0 … n] – <statusCode> | <appId> | <groupId> | <userId>  **Note**:  For internal LDAP users, only user status will be set to ACTIVE upon reset.  For external users, password will be reset and sent to user via MDIS. User status will be set to REACTIVATED if user signed in before, otherwise user status will be set to FIRSTTIME. |

## Suspend User

CADM will consume this API if the user needs to be suspended.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: All user statuses are allowed except SUSPEND-ON-RQST | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userId | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | Array of response for each user separated with “|”:  [0 … n] - <statusCode> | <appId> | <groupId> | <userId>  **Note**:  - User status alone will be updated to SUSPEND-ON-RQST remaining device status like VASCO, DSC status will remain same.  - If user status is already SUSPEND-ON-RQST, UAAS will return error code 154 Star\_Same\_as\_Existing, indicating that the user is already suspended. |

## On-Hold User

CADM will consume this API if active user needs to be ON-HOLD.UAAS will support the API for ON-HOLDING multiple users in a single request.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: ACTIVE, FIRSTTIME, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userId | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | Array of String Response separated with “|” delimiter:  [0 … n] - <statusCode> | <appId> | <groupId> | <userId>  **Note:** User Status will be changed to ON-HOLD. |

## Delete User (by Admin User)

CADM will consume this API to delete the user profile in UAAS. It will delete all the profiles tagged to user VASCO and PKI profiles. UAAS will support the API by deleting multiple user in a single request.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: SUSPEND-ON-RQST | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- userId | String\* | Admin user ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | Array of String Response separated with “|” delimiter  [0 … n] - <statusCode> | <appId> | <groupId> | <userId>  **Note:** If all transaction is failed due to common reason (e.g., Database time out, Technical Error, admin authentication failure), UAAS will provide general error codes based on the failure reason. |

## Reset User by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked token.  Allowed user status: DORMANT, SUSPEND-ON-RQST, SUSPEND-ON-RISK, FIRSTTIME, UNINITIALIZED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- token | JSON Object |  |
| --- otp | String\* | OTP (button 1) |
| --- type | String\* | Token friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Mobile Number or Email.  **Note:**  User password will be reset and sent to user via MDIS. User status will be set to REACTIVATED if user signed in before, otherwise user status will be set to FIRSTTIME. |

## Reset User by DSC

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked DSC.  Allowed user status: DORMANT, SUSPEND-ON-RQST, SUSPEND-ON-RISK, FIRSTTIME, UNINITIALIZED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- dsc | JSON Object |  |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Message return from PKI applet |
| --- dscType | String\* | DSC friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Mobile Number or Email.  **Note**:  - User password will be reset and sent to user via MDIS. User status will be set to REACTIVATED if user signed in before, otherwise user status will be set to FIRSTTIME. |

## Change Password by Session Ticket

Using this API customer can change the password using the session ticket passed internally to UAAS.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: ACTIVE, FIRSTTIME, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String\* | Session Ticket |
| -- newPassword | JSON Object |  |
| --- password | String\* | New user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- confirmPassword | JSON Object |  |
| --- password | String\* | Confirm user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  **Note**:  1) User status will be set to ACTIVE if it is not ACTIVE upon password change.  2) In GRP, It will invalidate user registration token & user device token. |

## Change Password by OTP

Using the API customer can change the password using Vasco device.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked token.  Allowed user status: ACTIVE, FIRSTTIME, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String (optional) | Old user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- newPassword | JSON Object |  |
| --- password | String\* | New user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- confirmPassword | JSON Object |  |
| --- password | String\* | Confirm user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- token | JSON Object |  |
| --- otp | String\* | OTP (button 1) |
| --- type | String\* | Token friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  **Note**:  User status will be set to ACTIVE if it is not ACTIVE upon password change. |

## Change Password by DSC

Using this API customer can change the password using DSC device.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked DSC.  Allowed user status: ACTIVE, FIRSTTIME, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String (optional) | Old user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- newPassword | JSON Object |  |
| --- password | String\* | New user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- confirmPassword | JSON Object |  |
| --- password | String\* | Confirm user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String)) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- dsc | JSON Object |  |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Message return from PKI applet |
| --- dscType | String\* | DSC friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  **Note**:  User status will be set to ACTIVE if it is not ACTIVE upon password change. |

## Query User Status (by Admin user)

CADM will consume this API to query the user status from UAAS.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | Array of JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | Array of JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user or group exists in the system:  [1 … n]- <appId> | <groupId> | <userId | <userStatus> |

**Note**:

- User status will be retrieved based on the appId, groupId combination or appId, groupId, and userId combination.

- Validation in place to query maximum of 400 Records.

## Query User Status (by User)

Interface system will consume this API to query the user status details from UAAS. It will fetch all the profiles tagged to the user like VASCO, PKI DSC.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. S2B NG is passing only loginId currently. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- groupId | String (optional) | User Group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists in the system:  [1] – User Status  Following detail will be returned if user/device exists in the system:  If *deviceType* is “VASCO”;  [2 … n] - <deviceType> | <serialNumber> | <vascoFriendlyName> | <status> |||||||||||   |  |  |  | | --- | --- | --- | | deviceType | String | Device Type: VASCO | | serialNumber | String | VASCO Device Serial Number | | vascoFriendlyName | String | VASCO Token Friendly Name | | status | Integer | VASCO Device Status |   If *deviceType* is “DSC”;  [1 … n] - <deviceType> | <serialnumber> | <issuerName> | <status> | <issuerOrganization> | <issuerDN> | <subjectDN> | <holderName> | <holderOrganization> | <keyUsage> | <validFrom> | <validTo> | <certCRLURL> | <issuerName> | <dscStatus>   |  |  |  | | --- | --- | --- | | deviceType | String | Device Type: DSC | | serialNumber | String | DSC Serial Number | | issuerName | String | DSC Issuer Name | | status | Integer | DSC Mapping Status | | issuerOrganization | String | the O field in the issuerDN | | issuerDN | String | the distinguished name of the issuer | | subjectDN | String | the distinguished name of the certificate holder | | holderName | String | the CN field in the subjectDN | | holderOrganization | String | the O field in the subjectDN | | keyUsage | String | bit string | | validFrom | String | the validFrom timestamp in milliseconds | | validTo | String | the validTo timestamp in milliseconds | | certCRLURL | String | CRL distribution point URL | |

## Query User Device Status

Interface system will consume this API to query the user status details from UAAS.It will fetch all the profiles tagged to the user like VASCO, PKI DSC.

API will support for more than one user and provide list of all the security devices linked with user and corresponding status / additional information.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | Array of JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String | User ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](file:///C:\Users\aerkol\Desktop\SCB-UAAS-ENHANCE\Documents\S2BV4_UAAS_CADM_InterfaceSpecs%20v0%207.docx#_APPENDIX_A_-)  Following detail will be returned if user/device exists in the system:  If *deviceType* is “VASCO”;  [1 … n] - <appId> | <groupId> | <userId> | <deviceType> | <serialNumber> | <vascoFriendlyName> | <status> |||||||||||   |  |  |  | | --- | --- | --- | | appId | String | User App ID | | groupId | String | User Group ID | | userId | String | User ID | | deviceType | String | Device Type: VASCO | | serialNumber | String | VASCO Device Serial Number | | vascoFriendlyName | String | VASCO Token Friendly Name | | status | Integer | VASCO Device Status |   If *deviceType* is “DSC”;  [1 … n] - <appId> | <groupId> | <userId> | <deviceType> | <serialnumber> | <issuerName> | <status> |  <issuerOrganization> | <issuerDN> | <subjectDN> | <holderName> |  <holderOrganization> | <keyUsage> | <validFrom> | <validTo> | <certCRLURL> | <issuerName> | <dscStatus>   |  |  |  | | --- | --- | --- | | appId | String | User App ID | | groupId | String | User Group ID | | userId | String | User ID | | deviceType | String | Device Type: DSC | | serialNumber | String | DSC Serial Number | | issuerName | String | DSC Issuer Name | | status | Integer | DSC Mapping Status | | issuerOrganization | String | the O field in the issuerDN | | issuerDN | String | the distinguished name of the issuer | | subjectDN | String | the distinguished name of the certificate holder | | holderName | String | the CN field in the subjectDN | | holderOrganization | String | the O field in the subjectDN | | keyUsage | String | bit string | | validFrom | String | the validFrom timestamp in milliseconds | | validTo | String | the validTo timestamp in milliseconds | | certCRLURL | String | CRL distribution point URL | |

**Note:**

**-** User Device details will be retrieved based on the userAppId, userGroupId combination or userAppId, userGroupId, userId combination.

- Validation in place to query maximum of 400 Records.

## Change Password by SMS OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: ACTIVE, FIRSTTIME, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String (optional) | Old user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- newPassword | JSON Object |  |
| --- password | String\* | New user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- confirmPassword | JSON Object |  |
| --- password | String\* | Confirm user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- otpInfo | JSON Object |  |
| --- otpSn | String\* | OTP serial number |
| --- encOtp | String\* | OTP value  (ClearOTP\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  **Note**:  User status will be set to ACTIVE if it is not ACTIVE upon password change. |

## Change Password

Using this API customer can change the password upon their first login or whenever the user wants.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: ACTIVE, FIRSTTIME, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String\* | Old user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --newPassword | JSON Object |  |
| --- password | String\* | New user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| -- confirmPassword | JSON Object |  |
| --- password | String\* | Confirm user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  **Note**:  User status will be set to ACTIVE if it is not ACTIVE upon password change. |

## Reset User by SMS OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: DORMANT, SUSPEND-ON-RQST, SUSPEND-ON-RISK, FIRSTTIME, UNINITIALIZED, LOCKED-OUT The user status shall applicable to other then COP users.  Only for COP Allowed user status: DORMANT, SUSPEND-ON-RQST, SUSPEND-ON-RISK, FIRSTTIME, UNINITIALIZED,ACTIVE, LOCKED-OUT | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String\* | User Application ID (Ex:’IDC’, ‘COP’) as per configuration |
| -- groupId | String\* | User Group ID |
| -- loginId | String\* | User Login ID (must be external user only) should be email format. |
| - otpInfo | JSON Object |  |
| -- otpSn | String\* | OTP serial number |
| -- encOtp | String\* | OTP value  (ClearOTP\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Mobile Number or Email.  **Note:**  User password will be reset and sent to user via MDIS. User status will be set to REACTIVATED if user signed in before, otherwise user status will be set to FIRSTTIME. |

# Token Management Module API

## Import Token from Encrypted DPX

CADM will consume this API to import the DPX token and EPV pin. UAAS will provide the number of token file processed and details of the token like friendly name of the token. This API only accepts data from multipart form.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| dpxFile | FilePart | contentType = "application/octet-stream" |
| evpFile | FilePart | contentType = "application/octet-stream" |
| jsonPart | StringPart | content type = “application/json” |
| -request | JSON Object |  |
| -- adminuser | JSON Object |  |
| --- appId | String\* | Admin User application ID |
| --- groupId | String\* | Admin User group ID |
| --- userId | String\* | Admin User ID |
| --- password | JSON Object |  |
| ---- password | String\* | Admin user password |
| ---- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| ---- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| ---- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| -- tokenFile | JSON Object |  |
| --- dpxFile | String\* | DPX token file path (Base64 encoded) |
| --- dpxEncTsptKey | String\* | DPX Transport Key encrypted with KEK |
| --- dpxTsptKeyKCV | String\* | Key check valued of DPX Transport Key in hexadecimal |
| --- epvFile | String\* | EPV initial pin file path (Base64 encoded) |
| --- epvEncTsptKey | String\* | EPV Transport Key encrypted with KEK |
| --- epvTsptKeyKCV | String\* | Key check value of EPV Transport Key in hexadecimal |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Number of token profiles processed  [2 … n] – List of the token detail and status for each token:  <tokenSerialNo> | <tokenAppName> | <status> | <tokenFriendlyName>   |  |  |  | | --- | --- | --- | | tokenSerialNo | String | VASCO Device Serial Number | | tokenAppName | String | VASCO Device Application Name | | status | Boolean | Import operation status (true/false) | | tokenFriendlyName | String | VASCO Device Friendly Name |   **Note**: Token Friendly name should be passed during Link Token, Unlink Token API. And it should be maintained in CADM with respective tokens.  ex: 2900593712 | I\_APPLI1 | true | GLOBAL\_TOKEN |

## Import Token from Encrypted DPX (Asynchronous)

CADM will consume this API to import the DPX token and EPV pin. UAAS will provide the import token session ID for query the import status. This API only accept data from multipart form.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| dpxFile | FilePart | contentType = "application/octet-stream" |
| evpFile | FilePart | contentType = "application/octet-stream" |
| jsonPart | StringPart | content type = “application/json” |
| -request | JSON Object |  |
| -- adminuser | JSON Object |  |
| --- appId | String\* | Admin User application ID |
| --- groupId | String\* | Admin User group ID |
| --- userId | String\* | Admin User ID |
| --- password | JSON Object |  |
| ---- password | String\* | Admin user password |
| ---- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| ---- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| ---- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| -- tokenFile | JSON Object |  |
| --- dpxFile | String\* | DPX token file path (Base64 encoded) |
| --- dpxEncTsptKey | String\* | DPX Transport Key encrypted with KEK |
| --- dpxTsptKeyKCV | String\* | Key check valued of DPX Transport Key in hexadecimal |
| --- epvFile | String\* | EPV initial pin file path (Base64 encoded) |
| --- epvEncTsptKey | String\* | EPV Transport Key encrypted with KEK |
| --- epvTsptKeyKCV | String\* | Key check value of EPV Transport Key in hexadecimal |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Token Import Session ID |

## Get Token Import Status

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| Token is imported to the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - tokenImportSessionId | String | Get from API 4.2 Import Token from Encrypted DPX (Asyncronous) |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Token Import Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [2] – Number of token profiles processed  [3 … n] – List of the token detail and status for each token:  <tokenSerialNo> | <tokenAppName> | <status> | <tokenFriendlyName>   |  |  |  | | --- | --- | --- | | tokenSerialNo | String | VASCO Device Serial Number | | tokenAppName | String | VASCO Device Application Name | | status | Boolean | Import operation status (true/false) | | tokenFriendlyName | String | VASCO Device Friendly Name |   **Note**: Token Friendly name should be passed during Link Token, Unlink Token API. And it should be maintained in CADM with respective tokens.  ex: 2900593712 | I\_APPLI1 | true | GLOBAL\_TOKEN |

## Modify Token Status

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| Token is imported to the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - token | JSON Object |  |
| -- serialNo | String\* | Token Serial Number |
| -- status | String\* | New token status |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Get Token Status by User

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON Object |  |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1 … n] – <vascoFriendlyName> | <status> | <lastUsedDate>   |  |  |  | | --- | --- | --- | | vascoFriendlyName | String | VASCO Token Friendly Name | | status | Integer | VASCO Device Status | | lastUsedDate | Long | Last used date in timestamp format (miliseconds) | |

## Get Token Status by Token

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - token | JSON Object |  |
| -- serialNo | String\* | Token Serial No |
| -- appName | String\* | Token application name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Token status  [2] – Last used date in timestamp format  [3] – User count  [4] – List of users’ loginId linked to this token separated with “|”:  <user1’s loginId> | <user2’s loginId> | … | <user n’s loginId> |

## Get Token Challenge (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| API Name /GetTokenChallenge | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- groupId | String (optional) | User Group Id |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --userid | String\* |
| - token | JSON Object |  |
| -- serialNo | String\* | Token serial number |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – VASCO Token Challenge |

## Verify and Retrieve PIN (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- groupId | String (optional) | User Group Id |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --user id | String\* |
| - token | JSON Object |  |
| -- unlockChallenge | String (optional) | Challenge code to unlock the token displayed on the token.  00000 or NULL is used to get initial pin. |
| -- encryptedString | String\* | VASCO Token challenge |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Initial PIN or unlock PIN |

## Link Token

CADM will consume this API to link the token to the userId. CADM should pass the token friendly name.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User ID |
| - token | Array of JSON Object |  |
| -- serialNo | String\* | Token serial number |
| -- type | String\* | Token friendly name |
| -- encryptedString | String\* | Encyrpted String (Y/N)  **Note:** If *encryptedString* is “Y”, UAAS will send the Encrypted String to customer’s e-mail via MDIS.  If flag is “N”, UAAS will not generate encrypted String. |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | Array of String response delimited with “|”  [0 … n] - <statusCode> | <appId> | <groupId> | <userId> | <tokenSerialNo>   |  |  |  | | --- | --- | --- | | statusCode | String | Status Code, refer to [Appendix A](#_APPENDIX_A_-) | | appId | String | User application ID | | groupId | String | User group ID | | userId | String | User ID | | tokenSerialNo | String | Token serial number |   **Note**:  - Token Status will be changed to ACTIVATE.  **-** If *Encrypted String* is “Y”, UAAS will send the *Encrypted String* to customer’s e-mail via MDIS.  If flag is “N”, UAAS will not generate encrypted String.  - User |

## Unlink Token

CADM will consume the API to unlink the token to the user. CADM should pass token friendly name in the input parameter. This service should support multiple user Unlinking the token in a single request.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has token assigned to them. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | Array of JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User ID |
| - token | Array of JSON Object |  |
| -- serialNo | String\* | Token serial number |
| -- type | String\* | Token Friendly Name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | Array of String response delimited with “|”  [0 … n] - <statusCode> | <appId> | <groupId> | <userId> | <tokenSerialNo>     |  |  |  | | --- | --- | --- | | statusCode | String | Status Code, refer to [Appendix A](#_APPENDIX_A_-) | | appId | String | User application ID | | groupId | String | User group ID | | userId | String | User ID | | tokenSerialNo | String | Token serial number |   **Note:** Multiple users can be unlinked in a single request. *user* and *token* JSON arrays should be in same order. UAAS should return the status code of each user with details with “|” delimiter. |

# DSC Management Module API

## Preregister Certificate

CADM will consume this API will doing the pre-registration for the user DSC device. UAAS will respond with DSC friendly name and CADM should maintain this value from their end.

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  CA must be authorized by CCA. The serial number must be unique within the CA. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appid | String\* | Admin User application ID |
| -- groupid | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appid | String\* | User application ID |
| -- groupid | String\* | User group ID |
| -- userId | String\* | User ID |
| -- dscArray | Array of JSON Object |  |
| --- issuerName | String\* | issuer Name – pre-defined CA name  i.e. “cca\_india” , “e-mudhra” , “ncodesolutions” , “safescrypt” , “idrbt” , “tcs” |
| --- publicCertSN | String\* | Serial number of the X509 certificate in upper case Hex string, without 0x in the front. If the first digit is 0, remove it as well, e.g., use CAB59 instead of 0CAB59 |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | The result for each pre-registered certificate separated with “|”:  [0 … n] - <statusCode> | <publicCertSN> | <issuerName>  statusCode: refer to [Appendix A](file:///C:\Users\aerkol\Desktop\SCB-UAAS-ENHANCE\Documents\S2BV4_UAAS_CADM_InterfaceSpecs%20v0%208.docx#_APPENDIX_A_-) |

## Register Certificate

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  CA must be authorized by CCA. The serial number must be unique within the CA.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- dsc | JSON object |  |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Client message returned from PKI Applet |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] - Status code (refer to [Appendix A](#_APPENDIX_A_-))  [1] – Date of expiry of certificate in milliseconds  [2] – Certificate status  [3]- Issuer Name |

## Delete Certificate

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  CA must be authorized by CCA. The serial number must be unique within the CA. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User ID |
| -- dscArray | Array of JSON Object |  |
| --- issuerName | String\* | issuer Name – pre-defined CA name  i.e. “cca\_india” , “e-mudhra” , “ncodesolutions” , “safescrypt” , “idrbt” , “tcs” |
| --- publicCertSN | String\* | Serial number of the X509 certificate in upper case Hex string, without 0x in the front. If the first digit is 0, remove it as well, e.g., use CAB59 instead of 0CAB59 |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | The result for each certificate separated with “|”:  [0 … n] - <statusCode> | <publicCertSN> | <issuerName>  statusCode: refer to [Appendix A](file:///C:\Users\aerkol\Desktop\SCB-UAAS-ENHANCE\Documents\S2BV4_UAAS_CADM_InterfaceSpecs%20v0%208.docx#_APPENDIX_A_-) |

## Update Certificate Status

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system  CA must be authorized by CCA. The serial number must be unique within the CA. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User ID |
| -- dscArray | Array of JSON Object |  |
| --- issuerName | String\* | issuer Name – pre-defined CA name  i.e. “cca\_india” , “e-mudhra” , “ncodesolutions” , “safescrypt” , “idrbt” , “tcs” |
| --- publicCertSN | String\* | Serial number of the X509 certificate in upper case Hex string, without 0x in the front. If the first digit is 0, remove it as well, e.g., use CAB59 instead of 0CAB59 |
| --- status | Integer\* | 1: ACTIVE  2: SUSPENDED  3: DELETED |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | The result for each certificate with pipe delimiter:  [0 … n] - <statusCode> | <certserialno> | <issuerName>  statusCode: refer to [Appendix A](file:///C:\Users\aerkol\Desktop\SCB-UAAS-ENHANCE\Documents\S2BV4_UAAS_CADM_InterfaceSpecs%20v0%208.docx#_APPENDIX_A_-) |

## Enquiry Certificate Status (by Admin User)

|  |  |  |  |
| --- | --- | --- | --- |
| Prerequisite | | | |
| User is created in the system.  CA must be authorized by CCA. The serial number must be unique within the CA. | | | |
| Input Parameters | | | |
| Variable | Data Type | | Explanation |
| request | | JSON Object |  |
| - user | | JSON Object |  |
| -- appId | | String\* | User application ID |
| -- groupId | | String\* | User group ID |
| -- userId | | String\* | User ID |
| -- dsc | | JSON Object |  |
| --- issuerName | | String\* | issuer Name – pre-defined CA name  i.e. “cca\_india” , “e-mudhra” , “ncodesolutions” , “safescrypt” , “idrbt” , “tcs” |
| --- publicCertSN | | String\* | Serial number of the X509 certificate in upper case Hex string, without 0x in the front. If the first digit is 0, remove it as well, e.g., use CAB59 instead of 0CAB59 |
| Output Parameters | | | |
| Variable | Data Type | | Explanation |
| response | | JSON Object |  |
| - response | | Array of string | [0] - Status code (refer to [Appendix A](#_APPENDIX_A_-))     1. Enquiry API using APPID, GROUPID, USERID   [1] – Issuer Name  [2] – Certificate Serial Number  [3] – Issuer Organisation  [4] – Issuer DN  [5] – Subject DN  [6] – Holder Name  [7] – Holder Organisation  [8] – Key Usage  [9] – Valid From in millisecond format  [10] – Valid To in millisecond format  [11] – Certificate CRL URL  [12] – Status   1. Enquiry API using APPID, GROUPID   [1] – User ID  [2] – Issuer Name  [3] – Certificate Serial Number  [4] – Issuer Organisation  [5] – Issuer DN  [6] – Subject DN  [7] – Holder Name  [8] – Holder Organisation  [9] – Key Usage  [10] – Valid From in millisecond format  [11] – Valid To in millisecond format  [12] – Certificate CRL URL  [13] – Status   1. Enquiry API using APPID, GROUPID, USERID, Issuer Name and certSN   [1] – Issuer Name  [2] – Certificate Serial Number  [3] – Issuer Organisation  [4] – Issuer DN  [5] – Subject DN  [6] – Holder Name  [7] – Holder Organisation  [8] – Key Usage  [9] – Valid From in millisecond format  [10] – Valid To in millisecond format  [11] – Certificate CRL URL  [12] – Status |

## Enquiry Certificate Status (by User)

|  |  |  |  |
| --- | --- | --- | --- |
| Prerequisite | | | |
| User is created in the system.  CA must be authorized by CCA. The serial number must be unique within the CA. | | | |
| Input Parameters | | | |
| Variable | Data Type | | Explanation |
| Request | | JSON Object |  |
| - user | | JSON Object |  |
| -- groupId | | String (optional) | User Group ID |
| -- loginId | | String\* | User Login ID |
| -- dsc | | JSON Object |  |
| --- issuerName | | String\* | issuer Name – pre-defined CA name  i.e. “cca\_india” , “e-mudhra” , “ncodesolutions” , “safescrypt” , “idrbt” , “tcs” |
| --- publicCertSN | | String\* | Serial number of the X509 certificate in upper case Hex string, without 0x in the front. If the first digit is 0, remove it as well, e.g., use CAB59 instead of 0CAB59 |
| Output Parameters | | | |
| Variable | Data Type | | Explanation |
| response | | JSON Object |  |
| - response | | Array of string | [0] - Status code (refer to [Appendix A](#_APPENDIX_A_-))     1. Enquiry API using APPID, GROUPID, USERID   [1] – Issuer Name  [2] – Certificate Serial Number  [3] – Issuer Organisation  [4] – Issuer DN  [5] – Subject DN  [6] – Holder Name  [7] – Holder Organisation  [8] – Key Usage  [9] – Valid From in millisecond format  [10] – Valid To in millisecond format  [11] – Certificate CRL URL  [12] – Status   1. Enquiry API using APPID, GROUPID   [1] – User ID  [2] – Issuer Name  [3] – Certificate Serial Number  [4] – Issuer Organisation  [5] – Issuer DN  [6] – Subject DN  [7] – Holder Name  [8] – Holder Organisation  [9] – Key Usage  [10] – Valid From in millisecond format  [11] – Valid To in millisecond format  [12] – Certificate CRL URL  [13] – Status   1. Enquiry API using APPID, GROUPID, USERID, Issuer Name and certSN   [1] – Issuer Name  [2] – Certificate Serial Number  [3] – Issuer Organisation  [4] – Issuer DN  [5] – Subject DN  [6] – Holder Name  [7] – Holder Organisation  [8] – Key Usage  [9] – Valid From in millisecond format  [10] – Valid To in millisecond format  [11] – Certificate CRL URL  [12] – Status |

# Central Passphrase Module API

## Generate Passphrase

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – User group passphrase |

## Reset Passphrase (by Admin User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – User group passphrase  [2] – Effective date in timestamp format |

## Reset Passphrase (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String\* | Session Ticket |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of string | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – User group passphrase  [2] – Effective date in timestamp format |

## Get Passphrase

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON Object |  |
| -- appId | String\* | User Application ID |
| -- groupId | String\* | User Group ID |
| -- appCode | String\* | App Code |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – User group passphrase |

## View Passphrase (by Admin User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String\* | Admin User application ID |
| -- groupId | String\* | Admin User group ID |
| -- userId | String\* | Admin User ID |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – List of passphrase histories and effective date  List of Passphrase histories will be listed.  As per BAU. |

## View Passphrase (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON Object |  |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String\* | Session Ticket |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – List of passphrase histories and effective date  List of Passphrase histories will be listed.  As per BAU. |

# User Authentication Module API

## Authentication by Password (by Admin user)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userid | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| -- password | JSON Object |  |
| --- password | String\* | Admin user password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket |

## Authentication by Password (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’ | ‘COP) |
| -- groupId | String (optional) | User Group ID |
| -- userid | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| -- password | JSON Object |  |
| --- password | String\* | User password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket  **Note:**  If user status is FIRSTTIME or REACTIVATED, it will be changed to ACTIVE upon successful authentication. |

## Authentication by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked token.  Allowed user status: FIRSTTIME, REACTIVATED, ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’ ) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --userid | String\* |
| -- password | JSON Object |  |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| -- token | JSON Object |  |
| --- otp | String\* | OTP (button 1) |
| --- type | String\* | Token friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket  **Note:** If user status is FIRSTTIME or REACTIVATED, it will be changed to ACTIVE upon successful authentication. |

## Authentication by DSC

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked DSC.  Allowed user status: FIRSTTIME, REACTIVATED, ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’ ) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| -- dsc | JSON Object |  |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Message return from PKI applet |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket  **Note:** If user status is FIRSTTIME or REACTIVATED, it will be changed to ACTIVE upon successful authentication. |

## Authentication by Password and OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked token.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String\* | User password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| -- token | JSON Object |  |
| --- otp | String\* | OTP (button 1) |
| --- type | String\* | Token friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket |

## Authentication by Password and DSC

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked DSC.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String (optional) | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- password | JSON Object |  |
| --- password | String\* | User password  (ClearPassword\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| --- type | Integer\* | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| -- dsc | JSON Object |  |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Message return from PKI applet |
| --- issuerName | String\* | DSC Issuer Name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket |

## Generate Login Random String (by Admin user)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --login id | String\* |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Random string  [2] – Public key in <Modulus>|<PublicExponent> format (In HEX String) |

## Generate Login Random String (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --userid | String\* |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists:  [1] – Random string  [2] – Public key in <Modulus>|<PublicExponent> format (In HEX String) |

## Generate DSC Ticket String

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  Allowed user status: FIRSTTIME, ACTIVE, REACTIVATED, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’ ) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- dsc | JSON Object |  |
| --- eventType | Integer\* | 1: Certification Registration  2: User Authentication  3: Transaction Authorization |
| --- txRefNo | String\* | Transaction Ref No |
| --- txnData | String\* | Transaction Data |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Ticket string |

## Logout (by Admin user)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User Status is FIRSTTIME or ACTIVE. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userId | String\* | User ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Logout (by User)

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User Status is FIRSTTIME or ACTIVE. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’ ) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Generate SMS OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- loginId | String\* | Login ID (should be email format since it is external user) |
| - smsInfo | JSON Object |  |
| -- msgTemplate | String\* | SMS message template containing placeholder **{otp}** for the OTP value |
| -- sendViaSms | String\* | Flag to indicate whether OTP should be sent via SMS. Possible values are:  - “Y”: OTP will be sent via SMS.  - “N”: OTP will be returned in the response. |
| --isEncoded | String (option) | The value set as ‘Y’ for multi-language support and msgTemplate data to be encode using base64. |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – OTP serial number  [2] – OTP prefix  [3] – OTP value |

## Authenticate by SMS OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User Group ID |
| -- loginId | String\* | User Login ID (must be external user only) should be email format. |
| - otpInfo | JSON Object |  |
| -- otpSn | String\* | OTP serial number |
| -- encOtp | String\* | OTP value  (ClearOTP\_-\_RandomChallenge, encrypted by public key obtained from Generate Login Random String) |
| - ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user is successfully authenticated:  [1] – Last login date and time in millisecond  [2] – Last failed login in millisecond  [3] – Session ticket  **Note:** If user status is FIRSTTIME or REACTIVATED, it will be changed to ACTIVE upon successful authentication. |

# Transaction Authorization Module API

## Transaction Authorization by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has token assigned to them.  Allowed user status: ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --userId | String\* |
| - transaction | JSON object |  |
| -- txRefNo | String\* | Transaction Ref No |
| -- randomNo | String\* | Random number. Refer to [Get Challenge API](#_Generate_Challenge_Code) |
| -- challengeSize | Integer\* | Challenge Size |
| -- response | String\* | Response from token based on the challenge entered (button 2) |
| -- tokenType | String\* | Token friendly name |
| -- challengeTxData | String\* | Transaction data from the application used to produce the challenge |
| -- MACTxData | String\* | Transaction data from the application used to produce the MAC |
| -- clientMAC | String\* | MAC produced on the application side |
| -- timestamp | Long\* | Date and time in seconds |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – The number of transaction authorization failed attempts left. |

## Remote Transaction Authorization by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| Proxy and Token User is created in the system.  Proxy and Token User Status is ACTIVE.  Token User has token assigned to them. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - proxyUser | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --user id | String\* |
| - tokenUser | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’ ) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --user id | String\* |
| - transaction | JSON object |  |
| -- txRefNo | String\* | Transaction Ref No |
| -- randomNo | String\* | Random number. Refer to [Get Challenge API](#_Generate_Challenge_Code) |
| -- challengeSize | Integer\* | Challenge Size |
| -- response | String\* | Response from token based on the challenge entered (button 3) |
| -- tokenType | String\* | Token friendly name |
| -- challengeTxData | String\* | Transaction data from the application used to produced the challenge |
| -- MACTxData | String\* | Transaction data from the application used to produce the MAC |
| -- clientMAC | String\* | MAC produced on the application side |
| -- timestamp | Long\* | Date and time in seconds |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – The number of transaction authorization failed attempts left. |

## Transaction Authorization (with two challenge codes) by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has token assigned to them.  Allowed user status: ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String | User Login ID |
| - transaction | JSON object |  |
| -- txRefNo | String | Transaction Ref No |
| -- challenge1 | String | First challenge |
| -- challenge2 | String | Second challenge |
| -- response | String | response from token (button 4) |
| -- tokenType | String | Token friendly name |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – The number of transaction authorization failed attempts left. |

## Transaction Authorization Replay by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has token assigned to them.  Allowed user status: ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User id either login d.  Remark: Provide either User Id or Login Id while sending the request. |
| --userid | String\* |
| - transaction | JSON object |  |
| -- txRefNo | String\* | Transaction Ref No |
| -- randomNo | String\* | Random number. Refer to [Get Challenge API](#_Generate_Challenge_Code) |
| -- challengeSize | Integer\* | Challenge Size |
| -- response | String\* | Response from token based on the challenge entered (button 2) |
| -- tokenType | String\* | Token friendly name |
| -- challengeTxData | String\* | Transaction data from the application used to produce the challenge |
| -- MACTxData | String\* | Transaction data from the application used to produce the MAC |
| -- clientMAC | String\* | MAC produced on the application side |
| -- timestamp | Long\* | Date and time in seconds |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

## Transaction Authorization by DSC

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has DSC assigned to them.  Allowed user status: ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- dsc | JSON object |  |
| --- txRefNo | String\* | Transaction Ref No, the value should be same as the one during get ticket |
| --- txnData | String\* | Transaction data, the value should be same as the one during get ticket |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Message returned from PKI Applet |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Expiry date of the certificate in timestamp format |

## Transaction Authorization Replay by DSC

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has DSC assigned to them.  Allowed user status: ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | Array of JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | User Group ID |
| -- loginId | String\* | User Login ID |
| -- dsc | JSON object |  |
| --- txRefNo | String\* | Transaction Ref No, the value should be same as the one during get ticket |
| --- txnData | String\* | Transaction data, the value should be same as the one during get ticket |
| --- ticket | String\* | PKI service ticket |
| --- digitalSignMsg | String\* | Message returned from PKI Applet |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | Result for each user, details delimited with “|”:  [0] – <statusCode> | <txRefNo>  statusCode: refer to [Appendix A](#_APPENDIX_A_-) |

## Generate Challenge Code

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has token assigned to them.  Allowed user status: ACTIVE, 2FA-CHANGED | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - transaction | JSON object |  |
| -- txnData | String\* | Transaction data to be hashed |
| -- challengeSize | String\* | Number of digits of the challenge to be returned |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  [1] – Challenge Code  [2] – Random No |

## Remote Transaction Authorization Replay by OTP

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system.  User has a linked token.  User status of the token user should be ACTIVE. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String | User Application ID (Eg. ‘IDC’) |
| -- groupId | String (optional) | Token user Group ID |
| -- loginId | String\* | User id either login id.  Remark: Provide either User Id or Login Id while sending the request. |
| --userid | String\* |
| - transaction | JSON object |  |
| -- txRefNo | String\* | Transaction Ref No |
| -- randomNo | String\* | Random number. Refer to [Get Challenge API](#_Generate_Challenge_Code) |
| -- challengeSize | Integer\* | Challenge Size |
| -- response | String\* | Response from token based on the challenge entered (button 2) |
| -- tokenType | String\* | Token friendly name |
| -- challengeTxData | String\* | Transaction data from the application used to produce the challenge |
| -- MACTxData | String\* | Transaction data from the application used to produce the MAC |
| -- clientMAC | String\* | MAC produced on the application side |
| -- timestamp | Long\* | Date and time in seconds |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-) |

# User Migration Module API

## User Migration

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| NA | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| request | JSON Object |  |
| - adminuser | JSON Object |  |
| -- appId | String | Admin User application ID |
| -- groupId | String | Admin User group ID |
| -- userId | String | Admin User ID |
| -- password | JSON Object |  |
| --- password | String | Admin user password |
| --- type | Integer | Refer to [Appendix B](#_APPENDIX_B_–) |
| --- ipAddr | String (optional) | If Remote IP address has value then UAAS will validate the IP address |
| --- sessionId | String (optional) | If session ID has value then password type must be either 17 or 18 |
| - user | JSON Object |  |
| -- appId | String | User application ID |
| -- groupId | String | User group ID |
| -- userId | String | User ID |
| -- loginId | String | User Login ID |
| -- customerName | String (optional) | User first name |
| -- email | String (optional) | User email / Login ID |
| -- mobileNo | String (optional) | User mobile number |
| -- phoneNo | String (optional) | User fax number |
| -- dob | String (optional) | User date of birth, dd/MM/yyyy |
| -- nationality | String (optional) | User nationality |
| -- address | String (optional) | User address |
| -- countryCode | String (optional) | User country (two char country code) |
| -- roleId | Integer (optional) | User role ID |
| ~~-- userType~~ | ~~Integer (optional)~~ | ~~User type:~~  ~~1: external user~~  ~~2: internal user~~ |
| -- isLdapAuthenticated | String | Y/N, to indicate if user is authenticated via ldap. It is required because the value needs to be stored and used to determine if sending password via MDS. |
| -- remoteTokenUser | Integer | Y/N |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| response | JSON Object |  |
| - response | Array of string | Array of String response separated with “|” delimiter:  [0 … n] - <statusCode> | <appId> | <groupId> | <userId> | <loginId> | <uaasUserId> |

# Device Management

## Get User Registration Token

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| API Name : getUserRegToken | | |
| User is created in the system.  Allowed user status: All user statuses are allowed except SUSPEND-ON-RQST | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User Application ID |
| -- groupId | String\* | User Group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| --expDate | String\* | Expire date in the format (dd/MM/yyyy HH24:MI:SS) |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists:  [1] – Unique random token  (appid\_-\_groupid\_-\_userid/loginid\_-\_ expDate\_-\_ random token\_-\_milliseconds(salt)) encrypted string  [2] – token generated date (dd/MM/yyyy HH24:MI:SS) |

## Verify User Registration Token

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| API Name : verifyUserRegToken | | |
| User is created in the system.  Allowed user status: All user statuses are allowed except SUSPEND-ON-RQST | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - device | JSON object |  |
| --encToken | String\* | User Token encryption format  (appid\_-\_groupid\_-\_userid/loginid\_-\_ expDate\_-\_ random token\_-\_milliseconds(salt)) encrypted string |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists:  [1]- appid,groupid,userid/loginid,session ticket |

## Get Device Token

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| API Name : getDeviceToken | | |
| User is created in the system.  Allowed user status: All user statuses are allowed except SUSPEND-ON-RQST | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User Application ID |
| -- groupId | String\* | User Group ID |
| -- userId | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| --expDate | String\* | Expire date in the format (dd/MM/yyyy HH24:MI:SS) |
| --sessionId | String\* | Session data string |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists:  [1] – Unique random token  (appid\_-\_groupid\_-\_userid/loginid\_-\_ expDate\_-\_ random token\_-\_milliseconds(salt)) encrypted string  **Note**: For GRP, user registration token will be invalidated. |

## Verify Device Token

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| API Name : verifyDeviceToken | | |
| User is created in the system.  Allowed user status: All user statuses are allowed except SUSPEND-ON-RQST | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - device | JSON object |  |
| --encToken | String\* | User Token encryption format  Unique random token  (appid\_-\_groupid\_-\_userid/loginid\_-\_ expDate\_-\_ device random token\_-\_milliseconds(salt)) encrypted string |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists:  [1]- appid,groupid,userid/loginid |

## Get Threat Metrix User Data

|  |  |  |
| --- | --- | --- |
| Prerequisite | | |
| User is created in the system. | | |
| Input Parameters | | |
| Variable | Data Type | Explanation |
| Request | JSON Object |  |
| - user | JSON object |  |
| -- appId | String\* | User application ID |
| -- groupId | String\* | User group ID |
| -- userid | String\* | User id either login d.  1. First priority : User ID  2. Second priority : login Id  The login id shall be validating the email format.  Remark: Provide either User Id or Login Id while sending the request. |
| -- loginId | String\* |
| - tmInfo | JSON Object |  |
| -- akamaiipaddress | String (Optional) | IP address of akamai |
| -- tmsessionid | String (Optional) | Unique session id |
| --eventtype | String \* | Event type one of the below.  Login  PreAuthorization  Authorization |
| --txrefnumber | String \* | Unique Transaction Reference number |
| Output Parameters | | |
| Variable | Data Type | Explanation |
| Response | JSON Object |  |
| - response | Array of String | [0] – Status Code, refer to [Appendix A](#_APPENDIX_A_-)  Following detail will be returned if user exists:  [1]- appid,groupid,userid/loginid |

## Threat Metrix Batch job
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# APPENDIX A - STATUS CODE

![](data:image/x-emf;base64,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)

# APPENDIX B – PASSWORD TYPE

|  |  |
| --- | --- |
| **Password Type** | **Remark** |
| 10 | LDAP |
| 16 | NEXTGEN ASYMM ENC RANDOMIZED |
| 11 | NEXTGEN ASYMM ENC RANDOMIZED LDAP |
| 17 | NEXTGEN ASSYM ENC SESSION RANDOMIZED |
| 18 | NEXTGEN ASSYM ENC RANDOMIZED SESSION LDAP |

# APPENDIX C – USER STATUS

|  |  |
| --- | --- |
| **Status** | **Remark** |
| 0 | PENDING |
| 1 | FIRSTTIME |
| 2 | ACTIVE |
| 3 | LOCKED-OUT |
| 4 | SUSPEND-ON-RQST |
| 5 | SUSPEND-ON-RISK |
| 6 | ON-HOLD |
| 7 | REACTIVATED |
| 8 | DORMANT |
| 9 | UNINITIALIZED |
| 10 | 2FA-CHANGED |

# APPENDIX D – APPLICATION PROPERTIES

|  |
| --- |
| **Properties** |
| I\_APPPROP\_DESC |
| I\_APPPROP\_MAXLOGONFAILS |
| I\_APPPROP\_UIDLEN |
| I\_APPPROP\_AUTHTYPE |
| I\_APPPROP\_CERTMAP |
| I\_APPPROP\_AUTH |
| I\_APPPROP\_PASSWDVAL |
| I\_APPPROP\_ROLECHK |
| I\_APPPROP\_BATCHSUSPEND |
| I\_APPPROP\_SUSPENDDORMANTDAYS |
| I\_APPPROP\_BATCHDEL |
| I\_APPPROP\_DELETEDORMANTDAYS |
| I\_APPPROP\_PASSWDHIST |
| I\_APPPROP\_PASSWDEXPDAYS |
| I\_APPPROP\_DUALCTRL |
| I\_APPPROP\_PASSWDLEN |
| I\_APPPROP\_PASSWDTYPE |
| I\_APPPROP\_PASSPHRASELEN |
| I\_APPPROP\_PASSPHRASEHIST |
| I\_APPPROP\_MAXTXAUTHFAILS |